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Zhaoyuan Yang

Edison Engineer, Embedded Computing and Machine Learning

Education

* M.S., Electrical and Computer Engineering, The Ohio State University, 2018
* B.S., Electrical and Computer Engineering, The Ohio State University, 2017

Employment History

**GE Research, Niskayuna, NY**

Edison Engineer, September 2018 - Present

* Design cyberattacks detection algorithms for wind power generation systems
* Optimize and deploy deep learning models on different edge platforms
* Analyze different compiler technologies for deep learning models

**The Ohio State University, Columbus, OH**

Graduate Student Research Assistant, January 2018 - August 2018

* Investigated security applications for connected vehicle technologies
* Designed defense algorithms for adversarial attacks on cyber physical systems
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